
Corsa Security Platform for  
Automating Firewall Virtualization
The Corsa Security Platform for Automating Firewall Virtualization helps large enterprises 
managed security service providers (MSSPs) and service providers (SPs) who struggle with 
network firewalls getting in the way of their business agility to automatically deploy and 
operate virtual firewalls. It is the first turnkey network security virtualization solution that 
deploys in minutes, offers pay-as-you-grow firewalling for significantly lower TCO, and 
easily scales firewall services when needed. It’s a one-stop-solution for network owners 
that need speed, simplicity and savings from their network security.

Secure access secure edge (SASE) framework that evolves

SIMPLIFY THE VIRTUALIZATION OF HARDWARE FIREWALLS

Push button provisioning to deploy the service

Fully integrated with the firewall licensing and policy management

Managed through centralized Corsa Security Orchestrator

QUICKLY SCALE SECURITY SERVICES

Supports multi-tenancy

Offer specific services and capacity to individual tenants

Integrates with monitoring, policy, operations and other tools

REDUCE NETWORK OPERATIONS EXPENSES FOR BETTER ROI

Eliminates the need for DevOps skills

Low cost of entry 

Pay-as-you-grow model
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About Corsa Security
Corsa Security is the leader in scaling network security with the first turnkey network 

security virtualization platform that simplifies how large enterprises and service providers 

expand traffic inspection, increase threat protection and automate firewall virtualization, 

at much lower total cost of ownership (TCO). By tightly integrating virtualization with 

intelligent orchestration, Corsa Security streamlines deployment, management and 

migration of virtualized next generation firewalls (NGFW) for zero-touch network security 

operations. Customers subscribe to the Corsa Security services based on their current 

needs and then pay as they grow while never having to deal with the infrastructure. 

Learn how Corsa is revolutionizing network security at corsa.com.
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How automating firewall virtualization works

The Corsa Security Platform for Automating Firewall Virtualization is built on a SASE framework 
to enable a fully virtualized network firewall service. Unlike complicated hardware deployments 
or do-it-yourself (DIY) virtualization projects, the platform offers zero touch operations for 
migrating physical firewalls to virtual ones with a pay-as-you-grow model. The platform includes 
the Corsa Security Orchestrator, hypervisor, and server delivered as a ready-to-deploy platform.
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Hypervisor Summary

 Orchestrator Server   R340  KVM + libvirt

 VM Server01   R640  KVM + libvirt

 VM Server02   R640  KVM + libvirt

 
VM Summary

 Palo Alto     VM 100 x 2

 Fortigate    VM-04 x2  

Heads up on the status  
of VMs and licensing as  
conditions change

System summary to give 
you the whole view

Plan when to add 
more resources to 
the platform based 
on what is allocated 
to your VMs

Overall health status 
of the platform in 
one quick view

Are VMs running hot?  
Do you need to add more?
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